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1. Glossary 81 

Term Definition Source 

Allocation Partitioning the input or output flows of a process or a product 
system between the product system under study and one or more 
other product systems. 

DIN EN ISO 14040, Feb. 
2021, p. 12 

Carbon offsetting Mechanism for compensating for a full PCF or a partial PCF through 
the prevention of the release of, reduction in, or removal of an 
amount of GHG emissions in a process outside the product system 
under study. 

ISO 14067:2019 
 

Certification PCF Program Certification. 

3rd party attestation related to a conformity assessment of an object. 
Here, the object is a client’s PCF Program. 

For the sake of easy reading in this document this will be referenced as 
certification. 

adapted from ISO 
17000:2020 

Certificate Attestation by the certifier of the outcome of the certification process, 
which the client can share with its customer receiving the PCF dataset. 

 

Certification report Document created by the certifier documenting all relevant steps 
along the certification process, which is shared with the client. 

 

Certifier Competent and objective person(s) with responsibility for performing 
and reporting on a certification process. 

In Catena-X this role falls under the “'Attestation Provider” role 
described in the operating model. 

 

Client Organization or person requesting a verification or validation for one 
or several PCF data sets or a certification for a PCF Program. 

adapted from ISO 14064-
1:2019, p. 22 

Cradle-to-gate System boundary that is applied for a partial PCF assessment that 
includes a part of the product’s life cycle. Cradle-to-gate represents 
the GHG emissions and removals arising from all life cycle stages, up 
to the point where the product leaves the production site (the 
“gate”). This explicitly excludes the life cycle stages use and end-of-
life. 

adapted from TFS PCF 
Guideline 2022 and in 
reference to ISO 14067 
6.3.4.2 System boundary 
options 

Customer Party that receives a product and the PCF dataset for this product or 
the receiver of the information that a supplier has a certified PCF 
program. 

 

Level of assurance Degree of confidence in the PCF dataset verified through 3rd party 
verification, it can be either limited or reasonable. 

adapted from DIN EN ISO 
14064-1. June 2019. P. 23. 

Materiality Concept that individual misstatements or the aggregation of 
misstatements could change the overall PCF result and/or influence 
the intended users’ decisions. 

adapted from ISO 14064-3 
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Material 
misstatement 

A difference between the reported amount, classification, 
presentation, or disclosure of a value and the amount, classification, 
presentation, or disclosure that is required for the item to be in 
accordance with the applicable framework. 

Misstatements can arise from error or fraud. 

Misstatements are material, if individually or in aggregation, it is 
reasonable to be expected that relevant decisions of a user taken on 
the basis of the statement are influenced. 

 

Party, first, second 
or third 

Person, personnel or organization/company. 
1st party: Personnel from the same, i.e. supplier 
organization/company. 
2nd party: Personnel from an organization/company that is customer 
of the first party. 
3rd party: Personnel from an organization/company that is neither 
supplier, customer nor competitor. 

adapted from ISO 17029 

PCF dataset Full set of data attributes that is defined in the TFS Guideline and by 
the Catena-X PCF data model.  

CX PCF data model & TFS 
Guideline 
https://github.com/eclipse-
tractusx/sldt-semantic-
models/tree/main/io.catenax.pcf 

PCF documentation Documents provided by the party seeking verification (client), 
presenting the PCF information package to be verified reflecting all 
details to be evaluated. 

 

PCF Program System governing how a company generates and manages product 
carbon footprints 

 

PCF Program 
Certification 

See Certification.  

PCF system model Mathematical representation of a physical system and the 
incorporated processes to calculate a PCF (covering both simple or 
complex/automated calculations). 

 

PCF result Total PCF excluding biogenic CO2 expressed in CO2eq per declared unit 
of product during the transition period set in the rulebooks/guideline 
or full set of required PCF values to comply with ISO 14067. 

CX-PCF-Rulebook and TFS 
Guideline 

PCF review General term used in this document when all types of increasing trust 
into PCF dataset generation are addressed, therefore reflecting PCF 
dataset verification, PCF dataset validation, and PCF program 
certification conducted by a reviewing party. 

 

Primary data Primary data is a quantified value of a process, or an activity obtained 
from a direct measurement or a calculation based on direct 
measurements. 

ISO 14067:2019 

 

 

https://github.com/eclipse-tractusx/sldt-semantic-models/tree/main/io.catenax.pcf
https://github.com/eclipse-tractusx/sldt-semantic-models/tree/main/io.catenax.pcf
https://github.com/eclipse-tractusx/sldt-semantic-models/tree/main/io.catenax.pcf
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Measurements used in combination with stoichiometric relations — 
such as calculating GHG emissions from measured fuel consumption — 
are also judged as primary data 

Primary data can include greenhouse gas emission factors and/or 
greenhouse gas activity data. Average data from industry associations 
or global averages do not qualify as primary data.   

Risk Control Matrix 
(RCM) 

A risk and control matrix serves as a comprehensive tool that outlines 
an organization's risk landscape. It encompasses potential risk events, 
corresponding risk control strategies, and the anticipated results of 
implementing these controls. 

 

Reviewing party General term in this document for a party conducting a verification, 
certification or validation. See also more specifically “verifier” or 
“validator”. 

 

Rulebooks Refers in this document to CX-PCF-Rulebook and TFS PCF Guideline in 
most recent published versions. 

 

Sample check Form of an inspection in which only a selection of objects (samples) 
from the full population of objects is inspected. Also known as spot 
check. 

 

Screening analysis Documents and describes the decision for the initial inclusions of 
inputs and outputs and the assumptions on which the cut-off 
thresholds required by the rulebooks are reached.  

 

Self-similarity A self-similar object is exactly or approximately similar to a part of itself 
i.e., the whole has the same shape as one or more of the parts. 

 

Secondary data Secondary data can include data from databases and published 
literature, default emission factors from national inventories, 
calculated data estimates or other representative data, validated by 
competent authorities. 

ISO 14067:2019 

Targeted testing Targeted testing involves selecting items to be tested based on some 
characteristic. It is the preferred approach for tests of details as it 
provides the opportunity to exercise significant judgment over what 
items are to be tested. 

 

Trust technology Technology that enhances and propagates trust across supply chains.  

Validation 

 

Environmental information validation: Process for evaluating the 
plausibility of assumptions, limitations and methods that support an 
environmental information statement about the outcome of future 
activities. 

The term “environmental information validation” is shortened to 
“validation” in this document to reduce sentence complexity and aid 
understanding.  
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Validator Competent and objective person(s) with responsibility for performing 
an and reporting on a validation process. 

adapted from DIN EN ISO 
14064-1. June 2019. P. 23. 

 

Value stream All processes oriented at customer demand, that are in particular 
product and information flows. 

ISO 22468:2020(en) 

Verification Environmental information verification: Process for evaluating an 
environmental information statement based on historical data and 
information to determine whether the statement conforms with the 
relevant criteria. 

The term “environmental information verification” is shortened to 
“verification” in this document to reduce sentence complexity and aid 
understanding. 

based on ISO 14065:2020, 
3.3.15 and  

ISO 14066:2023(en), 3.4.5 

 

Verifier Competent and objective person(s) with responsibility for performing 
and reporting on a verification process. 

In Catena-X this role falls under the “'Attestation Provider” role 
described in the operating model. 

adapted from DIN EN ISO 
14064-1. June 2019. P. 22. 

Verification report Document created by the verifier documenting all relevant steps along 
the verification process, which is shared with the client. 

 

Verification result Judgement of the verifier derived based on the evaluation of the PCF 
report and assessed evidence, that can be either positive or negative. 

 

Verification 
statement 

Attestation by the verifier of the outcome of the verification process, 
which the client can share with its customer receiving the PCF dataset. 

adapted from ISO/IEC 

17029:2019(en), 3.7 

 82 
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2. Introduction 83 

Various stakeholders, including customers, investors, and regulators, rely on Product Carbon Footprint (PCF) data to 84 
make informed decisions about sustainability and climate action. Without trust in the reported PCF results, 85 
stakeholders may be skeptical of the claims made by companies and may question the effectiveness of sustainability 86 
efforts. Thus, building trust in PCF results is essential for ensuring that sustainability efforts are credible and effective. 87 
Sharing of PCF results across supply chains via interoperable ecosystems is enabled through a common PCF data 88 
model and PCF data exchange format. In case this PCF data model is filled in with a PCF result and additional 89 
attributes providing context this is referred to as PCF dataset. While there is the understanding that 3rd party verified 90 
PCF results are giving the highest level of trust, an immediately scalable approach with a PCF program certification 91 
is described. With a 3rd party certified PCF program an organization can create trust in its capability to generate PCF 92 
results in line with recognized standards. Beyond 3rd party verification and PCF program certification 1st and 2nd party 93 
verification are introduced as verification options that fall short of 3rd party verification in terms of level of trust. 94 

Catena-X (CX) and Together for Sustainability (TFS) have jointly developed this PCF verification & PCF Program 95 
Certification framework for verifying Product Carbon Footprint (PCF) results and datasets shared across the 96 
automotive and chemical supply chains. The Catena-X-PCF-Rulebook applies for the Catena-X ecosystem calculating 97 
PCF results and sharing them as PCF datasets, while for the TFS ecosystem the TFS PCF Guideline applies. Therefore, 98 
when mentioning ‘rulebooks’ in this document the latest published version of both is referred to. For normative 99 
references refer to chapter 4.  100 

In the glossary (see chapter 1), this framework establishes definitions of key terms and concepts related to PCF result 101 
and PCF dataset verification and to PCF Program certification. 102 

This framework complements the requirements for PCF calculation in the rulebooks providing clarity and guidance 103 
for the verification of PCFs. Further, this guideline provides requirements for PCF Program certification through 3rd 104 
party certification. A 3rd party verifier can also take over the function of a 3rd party certifier and vice versa. 105 

This document addresses companies preparing for a verification or certification and also addresses verifying and 106 
certifying parties. 107 

For this framework, three levels of trust have been defined, each with specific underlying procedures, purposes, and 108 
scopes. Figure 1 illustrates the trust levels and related review approaches, reflecting the PCF dataset check, 109 
certification and verification / respectively validation addressed within this framework. For detailed guidance on all 110 
review approaches related to each trust level refer to chapter 6. 111 

PCF dataset check and PCF verification are conducted in reference to a single or multiple specific PCF dataset. PCF 112 
Program Certification, on the other hand, is carried out in reference to processes, management approaches and 113 
tools to calculate PCFs, where applicable. In the case of certification, only sample PCF data sets are assessed. 114 

 115 
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 116 
Figure 1: Levels of trust and related review approaches 117 

Trust Level 1 is the entry level and applies to the use of (automated) solutions to perform PCF dataset completeness 118 
checks, including conformity with the PCF data models, transferred through data exchange platforms and connected 119 
solutions. This level of trust does not constitute any type of verification or certification. For detailed guidance refer 120 
to chapter 6.1. 121 

Trust Level 2 refers to the certification of PCF programs operated by companies against requirements described in 122 
chapter 6.2. The certificate of an independent third party demonstrates that a company operating a PCF program is 123 
able to organize and to run PCF calculations in line with the requirements of the respective rulebook. PCF calculation 124 
solutions, automated and/or manual tools, operated by the respective company shall be included in the PCF program 125 
certification under Level 2. 126 

Trust level 3 refers to the verification of specific PCF datasets by an objective party. An independent 3rd party 127 
verification gives the recipient of the PCF dataset the highest level of trust. Refer to chapter 6.3 for detailed guidance. 128 
A verification of specific PCF datasets can also be conducted by a 1st party or by a 2nd party, both with the 129 
precondition of the existence of a PCF program certification. The trust level associated to a 1st party or a 2nd party 130 
verification ranges below a 3rd party verification. 131 

Despite the fact that a PCF dataset can be verified, the included PCF result cannot be understood as being the true 132 
absolute PCF value. A verification tells the receiver, that the PCF dataset has been generated following the 133 
requirements of the respective rulebook with a certain confidence level, see chapter 6.3.3.1. 134 

The PCF program certification can be used by companies to qualify their management processes and procedures for 135 
the PCF calculation. Specific PCF datasets exchanged may not have been evaluated during a certification as described 136 
in chapter 6.2. However, the existence of a 3rd party certified PCF Program provides trust into the organization’s 137 
capability of generating PCF datasets according to the respective rulebook. 138 

The difference in the result coming out of a PCF verification and of PCF program certification must be highlighted. 139 
While the verification explicitly checks and approves that the PCF was conducted according to the calculation rules 140 
and there is a certain confidence in the distinct value, the PCF program certification only states that the company is 141 
possible to generate PCFs according to the rulebooks, while no statement about specific PCF datasets can be made. 142 

In particular for Catena-X there are at the time of publication of this framework three kinds of PCF related 143 
certification: PCF Program Certification, PCF exchange tool certification, and PCF calculation tool certification. PCF 144 
program certifications may be obtained by companies applying PCF exchange tools which are Catena-X certified for 145 
interoperability and data sovereignty and/or applying PCF Calculation Tools with Catena-X certification. Both types 146 
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of PCF tool certifications alone however do not allow any statement on a company’s proven ability to generate PCFs 147 
according to the rulebooks. 148 

Via the Catena-X and TFS ecosystems PCF datasets will be shared throughout supply chains from tier to tier to be 149 
aggregated up to the final PCF recipient, who places the product on the market and reports the full PCF. Each 150 
provider of a PCF dataset takes responsibility for the accurate and trustworthy application of the rulebooks and 151 
integrates PCF data from its suppliers.  152 

As the PCF data aggregation is executed as a self-similar process in each tier level, verification of PCF data is executed 153 
in the same way. Each company in the supply chain will request verification of their PCF data relying on the PCF 154 
verification status achieved by its suppliers or utility providers. With each tier seeking and obtaining verification of 155 
its own operations (gate-to-gate), the entire chain (cradle-to-gate) can eventually be verified (see chapter 6.3.4.12). 156 

 157 

Figure 2 illustrates the scope of a verification and certification engagement. The green dotted frame gives the scope 158 
considering a case where company B seeks e.g. verification for PCF datasets from production B1. Company B uses 159 
only production B1 to produce one or several products in the scope of a related verification engagement. While 160 
production B2 and B3 belong to company B as well and may be at the same or different production sites, the products 161 
or components produced in these plants are out of scope for the respective verification engagement. They do not 162 
supply parts or materials to the products in scope of a verification engagement. This means the verification 163 
engagement is product specific and production site specific. The blue dotted frame reflects the potential scope for 164 
a PCF program certification engagement. Please note that the certification scope in Figure 2 does not necessarily 165 
include the complete company. 166 

 167 

Figure 2: Scope of a certification or verification engagement 168 
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The engagement for PCF dataset verification or PCF program certification with a 3rd party is described in chapters 169 
6.1ff and 6.2ff. In the course of a certification engagement, the certifier receives the client´s PCF program 170 
documentation and the corresponding evidence to certify that the PCF program has all elements described in 171 
chapter 6.2.1, which are the bases for a certification of the client’s capability to generate PCF datasets in accordance 172 
with the respective rulebook. In the course of a verification engagement, the verifier receives in addition the client´s 173 
PCF dataset(s) and the corresponding evidence to verify if this or these PCF dataset(s) have been generated in 174 
accordance with the criteria and scope that are defined as pre-engagement activities following chapter 6.3.3.  175 

Both rulebooks provide guidance and requirements to establish and calculate a Primary Data Share and a Data 176 
Quality Rating, which are both reflected as attributes in the PCF dataset and are intended to be cascaded from tier 177 
to tier enabling the final recipient of the PCF dataset to understand which share of the PCF result is calculated based 178 
on primary data and which overall data quality rating the PCF result has. This PCF verification & PCF Program 179 
Certification framework does not prescribe any minimum value for the primary data share to achieve verification. 180 
Nevertheless, it has to be stated, that secondary data do not represent the actual supply chain, but reflect an average 181 
mix of technologies, regions, and/or are using estimated information to calculate PCFs. 182 

In addition to Data Quality Rate (DQR) and Primary Data Share (PDS) information, this framework introduces new 183 
indicators to reflect and propagate the verification and/or certification status of a PCF data set (Chapters 6.3.5 and 184 
6.2.3).  185 

The PCF Verification & PCF Program Certification framework also does not prescribe any mandatory or minimum 186 
level of trust but rather describes PCF review options to choose from. 187 

This PCF Verification & PCF Program Certification framework does not prescribe any minimum requirement for a 188 
Data Quality Rating for PCF datasets, either.  189 

It is subject to decisions taken within an industry initiative, an ecosystem or by the actors in a business-to-business 190 
relationship to create incentives or requirements related to indicators like Primary Data Share (PDS) or Data Quality 191 
Rating (DQR). 192 

Finally, this PCF Verification & PCF Program Certification framework will be made available to the public for feedback 193 
to improve the verification and certification practice for Product Carbon Footprints in the automotive and chemical 194 
supply chains. 195 
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3. Scope 196 

The scope of this document is to provide guidelines for the verification of the product carbon footprint according to 197 
the PCF rulebooks. The document is applicable to all companies and suppliers in the automotive and chemical supply 198 
chains or all those outside the aforementioned industries who opt to report according to those PCF rulebooks. The 199 
framework covers the entire certification process for PCF programs and the verification process of PCF datasets, 200 
including the planning, execution, and creation of the verification report and the verification statement. 201 

The scope of the described review approaches and achievable trust levels is gate-to-gate from the perspective of the 202 
client, illustrated as Company B in Figure 2. Thus, each tier in the supply chain takes responsibility for reaching a 203 
certain trust level of the PCF contribution under its control. Meaning a company also takes responsibility for the 204 
production line under its control as well as the correct inclusion of supplier’s PCF datasets. 205 

Cradle-to-gate is applied as system boundary in the rulebooks for calculating PCFs and the PCF result is subject to a 206 
review approach that reflects this system boundary.  207 

In order to complete a verification of the cradle-to-gate PCF dataset, which is then passed on to the customer, data 208 
of upstream stages are included in the evaluation. This evaluation should use verified PCFs of suppliers and covers 209 
the accurate use of supplier PCF data in the PCF calculation. Chapter 6.3.4.12 and Chapter 6.3.5 provide details how 210 
to deal with verified or unverified upstream PCF datasets. Each tier is responsible for its share of the PCF (gate-to-211 
gate) and its verification, so that aggregated the cradle-to-gate scope can be covered by verification. Therefore, the 212 
verified PCF result reflects cradle-to-gate emissions, even if the individual scope of verification engagement is limited 213 
to gate-to-gate. 214 

Catena-X specific scope: With version 4 the Catena-X PCF Rulebook will introduce calculation rules for future-215 
oriented PCFs, which are referred to as “Prospective PCF” (as opposed to the so-called Retrospective PCF after SOP). 216 
Chapter 6.4 addresses this concept. Validation is currently not foreseen. 217 

The document does not cover specific methodologies for calculating product carbon footprints. Verification of 218 
carbon offsets are out of scope of this document. Other environmental impact categories or sustainability indicators 219 
to assess product sustainability in a wider scope have not been explicitly addressed by the document, transferability 220 
may be evaluated case by case.  221 

 222 
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4. Normative Reference  223 

Catena-X Product Carbon Footprint Rulebook1 (CX-PCF Rules) or TFS PCF Guideline2, both in the latest published 224 
version and the standards these documents are referencing to. All requirements of the rulebooks shall be checked 225 
if accurately applied. 226 

 
 
1 https://catenax-ev.github.io/docs/non-functional/overview 
2 https://www.tfs-initiative.com/how-we-do-it/scope-3-ghg-emissions 
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5. Requirements 227 

5.1 Objectiveness of the verifier and certifier 228 

Refers to the ability to perceive or represent something as it is, without being influenced by personal feelings, 229 
interpretations, or prejudices. Therefore, the verifier or certifier shall not be involved in setting up a company’s PCF 230 
program or PCF calculation. This applies regardless of the party the verifier is associated with. 231 

5.2 Relevance of the PCF result, dataset, and documentation 232 

Refers to the extent to which the PCF result, dataset, and documentation is pertinent and applicable to the specific 233 
purpose of the PCF dataset verification or PCF Program Certification. The certification or verification shall ensure 234 
that the management processes, PCF data and related information is relevant to the specific purpose and context of 235 
the verification or certification engagement, and that any limitations or uncertainties are clearly communicated. This 236 
requirement is important to ensure that the verification or certification results are useful and meaningful to the 237 
intended users and stakeholders. 238 

5.3 Transparency of the verification and certification process 239 

Refers to the details and clarity of the documentation and the certification/verification process. The verification or 240 
certification process shall be transparent to the client and documented by the reviewing party. The documentation 241 
provided by the client seeking a certification or verification is clear and addresses the relevant topics of the PCF 242 
dataset generation, the calculation approaches, the impact assessment, the interpretation, and reporting. 243 

5.4 Confidentiality of the verification and certification process 244 

Emphasizes the importance of protecting sensitive information related to the generation of PCF datasets. The 245 
reviewing party must ensure that the information is only shared with authorized parties and that the appropriate 246 
measures are in place to maintain confidentiality throughout the review process. 247 
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6. Review Approaches 248 

Referring to Figure 1 three levels of trust are differentiated in this document. In this chapter the approaches to reach 249 
the respective level of trust are described.  250 

The processes for the PCF program certification and PCF verification described in the following sub-chapters take 251 
place outside of the Catena-X and TFS technical ecosystems. While sharing of verified PCF datasets through the data 252 
model is a fundamental pillar of these networks, the transfer of evidence as well as the communication within the 253 
ecosystems between client and verifier/certifier is not envisioned.  254 

6.1 PCF Dataset Check  255 

Considering the use case of sharing PCF datasets via digital ecosystems, the first level of trust for a PCF is reached if 256 
the PCF dataset passed a completeness and conformity check with the selected rulebook and the latest version of 257 
the respective PCF data model (see Annex A 1 for an example excerpt of the data model). The PCF Dataset check 258 
does not address any aspect of the underlying PCF calculation.  259 

A PCF dataset shall be provided in the respective PCF data exchange format. This format includes mandatory, 260 
optional and default attributes, with a prescribed data type per attribute.  261 

The completeness check of PCF dataset against the selected data model ensures that all mandatory fields are filled 262 
in. The conformity check ensures that all attributes are filled in using the respective required data type. The 263 
mandatory attributes and their data type are aligned between different initiatives aiming to share PCFs along supply 264 
chains. Various attributes only allow entries from a predefined selection list. The conformity check shall ensure that 265 
data entries comply with the respective selection list. 266 

Default values refer to data attributes that allow only a specific entry to comply with a rulebook, e.g. the attribute 267 
#coveragepercent# can only have a ‘100’ if reporting according to Catena-X PCF or TFS rulebook. The conformity 268 
check shall ensure that the only possible entry is set. 269 

The PCF dataset check shall be performed by the reviewing party manually or via a certified software solution 270 
ensuring that the data is in accordance with the requirements of the respective rulebook.  271 

Conformity checks can be combined with additional plausibility checks ensuring that values for a certain attribute 272 
meet further requirements, e.g. a #GeographyCountrySubdivision# should be in line within the corresponding 273 
attribute #GeographyCountry#. 274 

6.2 PCF Program Certification 275 

This chapter describes the certification process necessary to achieve level 2 of trust into PCF datasets, as outlined in 276 
the introduction (chapter 2) and illustrated in Figure 1. 277 

The process in scope aims at certifying that the company calculating PCFs has established a PCF program in line with 278 
the respective rulebook. The PCF program shall include a description of the methodology used by the company to 279 
calculate PCFs. If applicable, the deployment of any automated PCF calculation solution (tool and integrated data 280 
sources and IT management) is also subject to certification. An automated PCF calculation solution is defined as a 281 
digital tool enabling mass calculations of PCFs in an automated manner. 282 

The rulebooks do not mandate any PCF program or an automated PCF calculation solution. It is in the interest of the 283 
individual companies to adopt a company-specific approach, which is in line with the calculation rules in the 284 
respective rulebook and the following chapters. 285 

The certification can only be done through a 3rd party appointed by the Catena-X Association or Together for 286 
Sustainability for their respective rulebook. The appointment process for Catena-X is described in chapter 7. 287 

The scope of the certification shall be clearly defined (e.g. organizational units, products, product groups, sites, etc.). 288 
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The PCF program certification shall ensure that the methodological requirements set out in the respective rulebook 289 
are followed, including the respective mandatory attributes in the respective PCF data model. Certified PCF programs 290 
and automated PCF calculation systems shall include a process for the PCF dataset check. In addition, the elements 291 
of the PCF program described in 6.2.1 shall be ensured. 292 

The PCF program certification shall only be used for systems, processes and calculation solutions deployed within a 293 
given company and reflecting this company’s unique situation. Unlike the PCF verification described in chapter 6.3 294 
this certification does not certify any specific PCF dataset for a product, nor does it claim any output (e.g., a specific 295 
PCF result or dataset) of a tool or program as certified, verified or in any other way assessed. 296 

Calculations and data issued from certified PCF programs may be used as inputs to PCF verification activities (see 297 
chapter 6.3 & 6.4). If the PCF system model or automated calculation solutions are already certified and therefore 298 
known and trusted, individual PCF verification activities may build on this and therefore be simplified. The verifier 299 
shall check the content of the certification and shall not repeat the performed control checks again. The same applies 300 
to PCF exchange tools that are certified for interoperability and data sovereignty. 301 

A PCF program certification is mandatory to obtain a 1st or 2nd party verification. However, a PCF program 302 
certification is not mandatory to obtain a 3rd party verification of a specific PCF dataset.  303 

PCF program certifications cannot be substituted by existing certification schemes like ISO 9001 or ISO 14001.  304 

Catena-X specific: The program certification, as described in this document, is applicable to retrospective PCF (after 305 
SOP) and a prospective PCF (before SOP). If the PCF program certification does not cover prospective PCFs this shall 306 
be explicitly stated in the certificate. 307 

6.2.1 Elements of a PCF program  308 

The PCF program refers to the system governing how a company generates and manages product carbon footprints. 309 
The described system shall have the goal to allow streamlined, efficient PCF generation with a constantly maintained 310 
quality level. The PCF program requires the following elements:  311 

§ Definition of set-up: Identify and document company-internal stakeholders, production sites and parts of a 312 
company contributing to the PCF calculation process through data collection, processing, and transmission. The 313 
scope description of the calculation system shall also detail which products are covered under this PCF program, 314 
as well as how and which software solutions and databases are used. It shall cover a description of the expertise 315 
of PCF program responsible persons in the company. 316 

§ Data Management: Description of the primary and secondary, internal and external data collection process, 317 
data quality assurance, application of the cut-off rule, procedures for data consolidation, processing, 318 
aggregation, calculation, and data transmission using the PCF data model. In case of estimate on activity or 319 
emission factor data, their use shall be documented with a description of the rationale of application. 320 
Furthermore, the system of archiving of data and data models shall be described. Documentation of software 321 
used, of their intervals for update and the documentation of secondary databases used. 322 

§ Roles & Responsibilities: Structuring the tasks, roles, and responsibilities within the organization, establishing 323 
reporting relationships, and allocating resources effectively. Training procedures as well as competency 324 
management shall be included. 325 

§ Methodology implementation: Documentation on systematic and coherent rulebook implementation (e.g., 326 
multi-output processes and allocation, integration of supplier data, justification for use of certain product 327 
category rules (PCRs), selection of secondary databases, etc.). In case decisions on options are to be made these 328 
shall be justified and documented. In case chain of custody approaches are applied, the validity of the 329 
certificates and certification schemes shall be checked and documented. 330 

§ Governance: Documentation of internal procedures for PCF calculations, including processes for updating 331 
calculations and databases, responding to methodological changes, time validity of calculations, and the quality 332 
assessment of both primary and secondary data, among others. Risks (e.g. selecting wrong data, many manual 333 
data transfers, etc.) shall be evaluated, and those risks shall be addressed and mitigated.  334 
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§ Establishing internal controls: Establishing controls can include activities like quality assurance processes 335 
(monitoring and evaluating compliance with the rulebooks), supporting analytics (4-eyes principle, automated 336 
plausibility checks, etc.), sample calculations, etc.. The effectiveness of controls regarding the calculation 337 
process shall be regularly evaluated. A continuous monitoring of the internal control shall be put in place. 338 

§ PCF Dataset Sharing: Procedures may be established for the sharing of calculated PCFs both internally and 339 
externally. This step shall include definition of the criteria followed by the company (e.g. minimum data quality 340 
thresholds, geographical scope, etc.) to determine suitability for external communication of PCFs calculated. 341 

6.2.2 Certification process 342 

The following flow chart provides an overview of the certification process in total. 343 

 344 

Figure 3: Certification process flow chart 345 
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The certification process procedure is similar to the verification process procedure and described step by step in 6.3. 346 
Certifying a PCF program (and automated PCF calculation solution if applicable) involves a comprehensive evaluation 347 
process to ensure its accuracy, reliability, and adherence to the rulebooks. The following activities are included: 348 

1. Select a certifier: The client selects an appointed certifier.  349 
2. Application and documentation: The client shall submit the PCF Program documentation (and automated 350 

PCF calculation solution if applicable) for certification, providing detailed documentation on technical 351 
specifications, methodologies, data sources, and any other relevant information required for evaluation. 352 

3. Conformity Assessment of the required PCF Program Element according to 6.2.1: The certifier will 353 
thoroughly evaluate the PCF program (and automated PCF calculation solution if applicable) by checking 354 
their documentation and implementation. This includes sample and targeted checks. Recalculation and/or 355 
retracing of sample PCFs datasets shall be done in case of multiple products for at least 3 representative 356 
products. Data sources, data collection processes, and calculation methodologies will be analyzed to ensure 357 
they are robust, transparent, and aligned with the respective rulebook. In case of insufficient evidence, 358 
feedback loops to clarify open points can be used. It is recommended that a senior representative from the 359 
client’s PCF team is involved to facilitate efficient execution by providing additional explanations or 360 
justification. 361 

4. Issuance of certificate: Based on the evaluation and certification process, the certifier will issue a detailed 362 
report highlighting the PCF programs compliance and any areas for improvement. If the PCF program (and 363 
automated PCF calculation solution if applicable) meets the certification criteria, a certificate will be issued. 364 

In the event of the certificate issuance being denied, meaning a negative certification result, re-application is possible 365 
after correction of any deviations. 366 

6.2.3 Reporting 367 

To promote the trust into PCF datasets being shared across the supply chain a performance indicator is defined that 368 
allows the recipient of the PCF dataset to recognize what share of the PCF result was calculated by PCF program 369 
certified suppliers. This indicator is named PCF-Program Certification Share (PCS) and is propagated and reported 370 
with the PCF result analogue to the product verification shares that are introduced in chapter 6.3.5. 371 

 372 
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 376 

Note, the PCSi can only assume the value of 0% or 100%: Either the PCF was calculated using a certified program or 377 
not. 378 

The principle of a “broken chain” as decribed for the PVS in chapter 6.3.5 shall not apply for the PCS. This is show-379 
cased in Annex A 3 for the company C.  380 
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PCF has always the unit kg CO2e. 381 

PCFas is the absolute sum of the PCF as described in chapter 7.2.4 of the Catena-X Product Carbon Footprint 382 
Rulebook:  383 

 384 
Figure 4 Definition of PCFas 385 

 386 

Annex A 3 provides an example of the PCS calculation. 387 

The verifier shall draft the certification report including an opinion, which serves as documented proof of the PCF 388 
Program certification process. The use-case for the certification report is to inform the client about the certification 389 
outcomes. The certifier shall document all performed certification activities (e.g. sample selection, recalculation, 390 
sampling techniques, analytical procedures). The documentation shall be archived for at least 10 years. 391 

The certification report shall contain the following minimum information: 392 

§ The subject matter, 393 
§ a client identification, 394 
§ a certifier identification, 395 
§ for Catena-X: If the PCF Program is not certified to calculate prospective PCFs 396 
§ the certification procedures to assess the PCF program documentation of the subject matter, 397 
§ the certification process results either in a: 398 
§ Positive outcome, this means that the evidence collected is sufficient and the criteria are applied 399 

appropriately,  400 
§ negative outcome, this means that the verifier was not able to obtain sufficient evidence, 401 

§ supplementary remarks to explain the certification results, 402 
§ the date of the report, 403 
§ the certifier’s signature. 404 

An independent internal quality review at the certifier shall be completed before the certification report is sent to 405 
the client. The quality review should ensure a consistent certification result. The independent quality reviewer 406 
checks the certification draft report and supporting documents (e.g. completed certification plan, documentation of 407 
the tested samples). Once the quality review is complete and positive, the certification report is released, and the 408 
certificate will be issued.  409 

The certificate shall include: 410 

§ certificate identifier, 411 
§ certifier identification, 412 
§ name of certifying person, 413 
§ definition of scope, 414 
§ for Catena-X only: If the PCF Program Certification is not covering the calculation of prospective PCFs 415 
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§ issue date, 416 
§ certifier’s digital signature. 417 

The certificate can be shared with client and customer in the way as the verification statement described on chapter 418 
6.3.8.2. 419 

The Catena-X PCF Data Model will carry such certification-related attributes. Please refer to the links in Annex 1. 420 

6.2.4 Validity, surveillance, and re-certification  421 

The certificate shall be valid for a maximum of three years after the initial certification. The certificate will only be 422 
valid as long as the assessed PCF program (and if applicable, the automated PCF calculation solution) does not 423 
undergo changes which may impact the certification decision and/or may have a significant impact on the resulting 424 
PCF. If there are changes in any way which may impact the certification decision and/or may have a significant impact 425 
on the resulting PCF,), the certificate holder shall notify the certifier about the changes. The certifier shall evaluate 426 
if the certificate is still valid, if and which evaluation techniques need to be applied to re-certify the conformance of 427 
the PCF program, or if the certificate must be withdrawn.  428 

Changes on the PCF Program with may impact the certification decision could be for example: 429 

• methodology changes (e.g., new version of the respective rulebook) 430 
• Changes on which secondary database(s) is/are used 431 
• Integrating/Upgrading to secondary data mapping processes 432 
• Fundamental changes in the calculation process e.g. through using a different software / tool. 433 
• Expanding the scope to more products or production sites which were previously not covered 434 
• Change process how to deal with controls 435 
• Impactful personnel changes 436 

The PCF program (and if applicable, the automated PCF calculation solution) shall be subject to periodic, at least one 437 
annual internal review to ensure that changes do not go unnoticed, and the program continues to meet the required 438 
standards. 439 

Re-certification shall be carried out well in advance of certificate expiry to maintain the certification. Re-certification 440 
shall be necessary after not more than three years after issuance of the certificate. The scope of the re-certification 441 
should be focused on major changes. In addition, re-certification will also address changes to rulebooks which 442 
require process or other alterations.  443 

Irrespective of the expiry of a certification program, the link between a PCF data set and a 3rd party certificate valid 444 
at the time of issuance of the PCF will persist and retain its validity as long as the PCF data set is valid. 445 

6.2.4.1 Internal review 446 

An internal review performed by a competent reviewer shall ensure and document that the internal processes 447 
adhere to the certified quality requirements. An internal review shall be done on an annual basis or as soon as 448 
changes to the assessed PCF program (and if applicable, the automated PCF calculation solution) were made which 449 
may impact the certification decision. The internal reviews shall be documented for re-certification. 450 

The reviewer can be affiliated with the same company it is reviewing as long as the reviewer can prove the 451 
independence from the calculation of the PCF through the PCF Program. The reviewer shall be knowledgeable in the 452 
field of PCF and the related rulebooks.  453 

6.2.5 Competence requirements for a certifier 454 

The competence criteria to be proven and self-declare for a verifier described in chapter 6.3.10 shall be met by the 455 
certifier. The appointment process will be handled by Catena-X according to chapter 7. 456 

Additionally to the competence requirements of the verifier, the certifier shall self-declare knowledge about: 457 
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§ The essential PCF program elements listed in 6.2.1. 458 
§ The certification process of the PCF program listed in 6.2.2. 459 
§ Reporting and communication requirements of a PCF according to the rulebooks. 460 
§ Quality management systems, approaches, and best practice, e.g., ISO 9001, ISO 14001, ISO 14067 Annex C. 461 
§ Implementation of automated PCF calculation solution, maintenance, quality assurance, and best practices. 462 

463 
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6.3 Verification 464 

6.3.1 Verifier Affiliation 465 

With the choice of a 1st, 2nd or 3rd party verifier the achievable degree of trust is defined as well as the admissible 466 
degree of insight to supporting documents and evidence data that can be given to the verifier. Aside from these 467 
differences the same procedures shall be followed no matter whether 1st, 2nd or 3rd party verification is envisaged. 468 
The following chapters describe a 3rd party verification without limitation of applicability to a 1st and 2nd party 469 
verification (this explicitly applies also to the competence requirements for a verifier as described in chapter 6.3.10). 470 
Otherwise, the differences are clearly marked. 471 

In the case of a 2nd party verification, the 2nd party (i.e., the customer) would request and be granted access to 472 
additional data on top of the regular PCF data-model from the supplier to enable an expert judgement on the 473 
plausibility of the exchanged PCF. 474 

A necessary pre-condition for a 2nd party verification is a valid PCF program certification of the supplier (i.e. trust 475 
level 2). Moreover, the parties may sign a non-disclosure agreement about the additional data exchange. With such 476 
condition fulfilled, the 2nd party shall request confidential access to the following additional data (as a minimum 477 
requirement): 478 

§ Location of production, 479 
§ declaration of supplier type (e.g. manufacturer or distributor), 480 
§ adoption of specific PCRs in the PCF calculation, 481 
§ other data which are included in the PCF data model but have not yet been provided, because declared as 482 

“optional” or not yet “mandatory” at the time of the PCF exchange, 483 
§ manufacturing technology employed. The 2nd party and the supplier shall mutually agree on adequate data 484 

disclosure. 485 

The additional data may be exchanged electronically by leveraging digital data exchange platform functionalities 486 
provided in Catena-X or TFS networks. 487 

The 2nd party shall review the exchanged data and assess the plausibility of the PCF value. As an example, the 2nd 488 
party may compare the PCF with other available data in the lifecycle data inventory (e.g. other primary data from 489 
other suppliers of analogous or similar products and/or secondary data references) and request an explanation on 490 
any peculiarities from the supplier. Such an assessment shall be conducted by an LCA practitioner with the 491 
qualification defined in chapter 6.3.10. 492 

The 2nd party verification assessment shall be conducted in a reasonable time, not exceeding 3 months. In case of a 493 
positive verification, a verification statement will be issued. In the specific case of a 2nd party verification the identity 494 
of the verifying party shall not be disclosed due to confidentiality reasons. 495 

In case of a failed verification, no verification statement shall be issued, however re-application is possible. 496 

  497 
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6.3.2 Verification process 498 

The following flow chart provides an overview of the verification process in total. 499 

 500 
Figure 5: Verification process flow chart 501 
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6.3.3 Preparation 502 

Before the start of the verification activity, the verified party (client in case of 3rd party verification) shall define the 503 
type of verification (scope) and agree with the verifier on the content of the activity according to the process 504 
illustrated in Figure 5. The parties should agree on the specific verification process based on this framework to be 505 
performed. 506 

Essential parts of the agreement are type of verification, objectives, criteria, timeline and scope. The client can 507 
request an on-site visit to perform the verification. Signing an agreement ends the preparation phase. 508 

6.3.3.1 Types of verification 509 

The targeted level of assurance shall be defined considering the situation and goals of the client and the needs of 510 
the intended use. The level of assurance describes the verifier’s level of confidence in the PCF dataset and underlying 511 
information. A distinction is made between a regular and an in-depth verification. In case of a 3rd party verification 512 
these alternatives are referred to as limited assurance or reasonable assurance. 513 

Limited assurance means that the PCF dataset is supported by information that allows the verifier to form an opinion 514 
that the statement is generally conformant with the evidence checked. Nothing came to the attention of the verifier 515 
that the PCF dataset is misstated by the client.  516 

In-depth verification provides a higher level of confidence in a PCF dataset for the intended use. For in-depth 517 
verification, a verifier will use control testing (design and effectiveness) and enhanced sample testing to form a 518 
positive statement that this PCF dataset is truthfully stated. (see 6.3.4.3 ff) 519 

An overview of the two confidence levels (regular/limited assurance and in-depth/reasonable assurance) is given in 520 
Table 1. 521 

Detection of material misstatements is more likely for in-depth verification compared to regular verification due to 522 
a higher number of sample tests. Coverage of the PCF value of higher than 80% in this verification context means 523 
that the evidence documents checked during the verification process cover sufficient items which represent at least 524 
80% of the PCF value. 525 

Table 1: Types of verification 526 

 Regular In-Depth 

Assurance level (3rd party only) limited assurance reasonable assurance 

Risk analysis* simple detailed 

Control tests** low, test of 1 per control high 

PCF model check*** yes yes 

Sample testing of evidence ≥ 80% coverage of PCF ≥ 95% coverage of PCF 
 527 

It shall be possible to switch from in-depth to regular (and vice versa, if required by the customer) during the 528 
verification process. 529 

* (see chapter 6.3.4.1) 530 
** Numbers of samples for the control tests are specified in Table 5 and Table 6. 531 
*** see chapter 6.3.4.5 for details  532 
 533 
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6.3.3.2 Criteria 534 

The client shall create PCFs and report in accordance with the respective rulebook. 535 

6.3.3.3 Objectives 536 

The objective of the verification is to reach a conclusion about the accuracy, correctness, and completeness of the 537 
PCF dataset in accordance with the above defined criteria. 538 

The subject matter of the PCF verification shall be clearly defined: 539 

§ An individual product such as a single reference number. 540 
§ A homogenous product group corresponding to the definition of homogenous products according to the 541 

respective rulebook. 542 
§ A product group consisting of individual products. 543 
§ A group of similar or individual products out of a specific production site or part of a production site. 544 

6.3.3.4 Scope of the verification 545 

The scope for the verification shall be clearly defined and includes: 546 

§ Subject matter,  547 
§ Functional or declared unit, 548 
§ System boundaries, 549 
§ Production process/technology/facilities, 550 
§ Life cycle inventories 551 
§ GHG sources, removals, sinks and reservoirs, 552 
§ Impact assessment, 553 
§ Reference time period (recommended baseline for the historical data is one year, as stated in the rulebooks to 554 

rule out seasonal fluctuations). 555 
§ In case chain of custody approaches are applied: Certificates and certification schemes. 556 

Verification of carbon offsets are out of scope of this document. 557 

As the PCF’s reporting scope is always cradle-to-gate, it is the client’s responsibility to report cradle-to-gate PCF 558 
values to the customer. In case the client organization is in charge of its own outbound logistics, it shall also take 559 
care of the calculation and verification of the emissions for this relation. For details refer to Annex A 2. 560 

6.3.4 Planning 561 

6.3.4.1 Risk assessment 562 

Before starting the verification, the verifier shall perform an assessment of the risk of material misstatement 563 
(inherent risk, control risk and detection risk) of the PCF. Therefore, the verifier needs to understand the complexity 564 
of the production steps for the product(s), complexity of quantification methods and the control environment, if 565 
estimates are used for significant parts of the PCF as well as experience and skills of the personnel for the PCF value 566 
to be verified. Regular verification comes with a generally higher risk of verification than in-depth verification. 567 
Therefore, the risk assessment for the verification type “regular” shall be simpler and based on the PCF value as a 568 
whole, while the risk assessment for in-depth verification shall touch on individual datasets, processes, likelihood of 569 
omissions, and controls. 570 

The verifier shall use the results of the risk assessment to develop the verification plan and document request list. 571 
In case of increased risk additional documents and samples might be needed. A visualization of the verification scope, 572 
the system boundaries and the relevant flows as shown in Figure 6 shall be provided by the verified party.  573 
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Figure 6 shows a generic situation. To make the verification planning more tangible an example is given in the box 574 
below. All text in grey color and highlighted through boxes throughout the document is for illustration using a 575 
practical example only. 576 

 577 

The example concerns a production site for Diesel Rails. A Diesel Rail is a component of a Diesel injection 578 
system for internal combustion engines. Diesel from the vehicle fuel tank is delivered and compressed 579 
to high pressures by a Diesel pump and delivered to the Diesel rail. The rail serves as intermediate 580 
storage for the Diesel injectors which meter the fuel with multiple injections for single combustion 581 
stroke. Each engine cylinder is equipped with an injector, and these are connected via high pressure 582 
hydraulic lines with the Diesel rail. 583 

The rail production is located in one specific building at the production site, so that all GHG emissions 584 
associated with the final production of the rail can be recorded by a physical system boundary 585 
comprising that building. 586 

 587 

Figure 6: Verification scope, system boundaries, physical and data flows 588 

 589 



Version 2.0 
 
 
 

28 
 

 

 590 

Figure 7: Floor plan of the rail production with main production processes 591 

Figure 7 depicts the floor plan of the building. The starting point for the inhouse production is forged 592 
parts which are either externally or internally machined. Some production steps are specific to certain 593 
rail types only. 594 

The PCF of forged parts and all other supplied parts assembled to the final rail is provided by the 595 
respective suppliers including the contribution of inbound logistics. 596 

Electricity consumption of the building is recorded electronically on a quarter-hourly base. The same 597 
applies to hot / cold water and compressed air as supplied by the plant’s central energy facility. The 598 
process gas for leakage testing is recorded by weekly pressure readings. Detergents and lubricants are 599 
recorded by the monthly refill quantities and documented by the plant logistics. Machining chips 600 
constitutes the production waste that is collected and weighed on a monthly base. The number of 601 
supplied parts and final rails is tracked by the plants ERP system. 602 

 603 

Within this step the level of data availability and the management controls in place for data input and calculation 604 
model and tool (including allocation) for the PCF calculation are to be assessed. Therefore, the verifier shall collect 605 
the following information (ideally from the PCF program documentation) and assess the risk and strategy through 606 
an interview. 607 

§ Type of verification (see Table 1), 608 
§ Overview of the complexity of the verified system and calculation model(s), 609 
§ Reference time period and consistent availability of evidence for the period under consideration, 610 
§ Experience, skill level and training of personnel, 611 
§ Risk of misstatement (e.g. degree of automated vs. manual data collection), 612 
§ Existing verifications of the EU-Emission Trading System (ETS) reports (Directive 2003/87/EC), 613 
§ Level of detail of the available documentation, 614 
§ Management controls for data input and PCF calculation (e.g. down times in data processing or controls), 615 
§ Likelihood of omission of significant emission sources and possible data gaps 616 

(e.g. see screening analysis in accordance with cut off limit as defined in the rulebooks, recycled content 617 
emissions, renewable energy sources, scrap), 618 

§ Documentation and results of the previous verification, if applicable. 619 
 620 
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6.3.4.1.1 Review of the screening analysis 621 

A screening analysis is an approach applied by the verified party to assess the general data used in the PCF 622 
calculation. It shows which types of data were used in general, if the sources are trustful and how significant the 623 
data are influencing the overall PCF result. In some cases, scenarios can be done by replacing datasets with others 624 
to decide which data is used in the final PCF calculation. The results of the screening analysis, which may be part of 625 
a background report and may be related to multiple datasets, shall be reviewed by the verifier. The verifier shall 626 
select one random sample of the values that are excluded in the PCF calculation as insignificant according to the cut-627 
off-rule specified in the respective rulebook. For this sample it shall be reviewed if it can be proven that the value 628 
has an immaterial impact on the PCF value. 629 

Especially, the impact of recycling materials shall be assessed by the verifier e.g. by assessing the recycled content 630 
share. Guidance documents on recycled content assessment are to be created and referenced. 631 

Misstatements, including omissions, are material if they, individually or aggregated, can influence relevant decisions 632 
of a user taken on the basis of the PCF calculation. An example is shown in Table 2. It shows that the railbody has 633 
the most significant impact on the PCF.  634 

  635 
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 636 

 637 

A screening analysis for the Diesel rail production yields the following result:     638 

Table 2: Screening analysis 639 

 640 

From the PCF Share it is obvious that the contribution of cooling water, compressed air, water, 641 
lubricant and detergent falls under the cut-off of 1% defined as an example. The contribution 642 
from fittings and product stickers is very low, so that these as well can be neglected.  643 

In case of the rail production the verifier would for example refer to data inflow “cooling water”, 644 
“compressed air”, “lubricant, water or detergent refill” or the supplier information on the PCF of 645 
stickers and fittings to verify with evidence that its contribution is immaterial (see dotted square 646 
in Table 2). 647 

   648 

6.3.4.2 Verification plan 649 

The verifier shall develop a plan that describes the verification activities and schedule. The verification plan should 650 
include the following verification steps: Testing of design and effectiveness of controls, substantial/ sample testing 651 
of the data sources, verification of PCF system model(s), testing of IT-controls (if tools are used), estimate testing 652 
and analytical testing (if applicable).  653 

During the risk assessment the relevant data inflows are identified. The verifier shall test samples for all relevant 654 
data inflows identified. Table 3 gives an overview of verification techniques with related verification activities.  655 

 656 
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Table 3: Verification techniques 657 

 658 

  659 

Verification step Verification activities Number of samples 
1. Testing of control 

design  
§ Review process description for PCF creation or risk 

control matrix (RCM, if available) and evaluate 
whether control design is appropriate  
(controls like 4-eyes-principle are in place to assure 
that PCF data is correct). 

§ Interviews with control owners  

n/a, Process description or 
RCM  

2. Testing of 
effectiveness  

§ Review of effectiveness of controls over the 
reference time period under review. 

See Table 5  

3. Substantive testing 
of data sources  

§ Testing of samples for all relevant data inflows   see Table 6 

4. Testing of PCF 
system model  

§ Testing of calculation logic / rules / results 
§ Connection with emission factors, 
§ Review of emission factors (source). 

 

5. Testing of IT-
Controls  
(if tools are used) 

§ Testing of IT controls to assure reliability and security 
of the data. 

1 for each IT control  

1 for major data inflow  

6. Estimation testing 
(if applicable)  

§ Review of estimation methods. 1 sample for each relevant 
data inflow  
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In the following the example of an in-depth (reasonable assurance) testing for the Diesel Rail production 660 
is shown, where 95% coverage of the PCF is required. The verifier shall randomly select inflows to reach 661 
a coverage of 95% and define the number of samples for the selected inflows (Table 4). 662 
Table 4: Examples of randomly selected inflows to meet 95% PCF coverage. 663 

 A B 664 

           or               665 

6.3.4.3 Testing of Design & Effectiveness of controls 666 

The verification shall include the evaluation of the control design for the PCF calculation. In addition, the verifier 667 
shall test the effectiveness of these controls. From the description of controls (e.g. Risk Control Matrix, RCM) the 668 
verifier shall derive testing steps to verify the operating effectiveness of controls. If controls are not performed as 669 
expected and deviations are detected, the verifier shall assess the impact on the PCF result and assess if additional 670 
verification steps are required and additional evidence needs to be evaluated. If automated controls are in place one 671 
sample (test of one) is sufficient. For regular (limited assurance) verification test of one is sufficient. 672 

For in-depth (reasonable assurance) verification the number of samples shall be defined according to the following 673 
Table 5 and the samples shall be tested against the control description. 674 

The samples to test shall be of the dataset with the highest possible granularity (e.g. individual gas meter readings). 675 

The samples should be selected according to the principle of materiality (e.g. 3 facilities collect meter readings in 676 
one list each and facility #1 uses 60% of the gas, #2 uses 20% and #3 uses 20%. In case of 60 samples, 36 samples 677 
shall be drawn for facility #1. 678 

Table 5: Number of samples for control testing per year 679 

Frequency of performance  
of control 

Regular 
Number of samples to test 

In-depth  
Number of samples to test 

Multiple times per day 1 60 
Daily 1 40 

Weekly 1 15 
Monthly 1 2 
Quarterly 1 2 
Annually 1 1 

  680 
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 681 

In the above example of a Diesel rail production and the selected inflows according to Table 4 A all 682 
supplied parts come with a verified PCF statement from the supplier in an automated manner. A test of 683 
one is sufficient for each of the supplied parts. Process gases are recorded manually on a weekly basis 684 
and crosschecked once per month. According to these controls two monthly records are randomly 685 
chosen and checked. 686 

 687 

6.3.4.4 Substantive testing 688 

In the next step the verifier analyses data and other evidence used in the PCF system model. Typical evidence to be 689 
gathered are the Bill of Material (BOM), invoices of energy used, auxiliary materials, and raw parts, as well as 690 
measured primary data and the measurement techniques behind it. Out of the population of evidence (e.g. list of 691 
meter readings) the verifier shall select random samples based on the following Table 6: 692 

Table 6: Number of samples for substantive testing 693 

Population 
Regular In-depth 

Number of  
Items to test  

(0 Errors accepted) 

Number of  
Items to test  

(1 Error accepted) 

Number of  
Items to test  

(0 Errors accepted) 

Number of  
Items to test  

(1 Error accepted) 

>200 items in the population 40 70 55 85 

Between 100 and 199 items 20 - 30 - 

Between 50 and 99 items 10 - 15 - 

Between 20 and 49 items 3 - 5 - 

Fewer than 20 items 1 - 2 - 
 694 

In the above example of a Diesel rail production the electronical recording of hot water provides 35040 695 
data points per year. According to Table 6, for an in-depth verification, 55 items shall be tested with no 696 
error or alternatively 85 tests with one error. 697 

 698 

Please note for verified scope 1 emissions according to the EU-ETS regulation no samples need to be taken. The 699 
report can be used as an evidence document. 700 

6.3.4.5 Testing of PCF system model 701 

The system model documentation will be checked for compliance with the framework. In case of flexible system 702 
models the application to the respective production is part of the testing. Besides the calculation rules and allocation 703 
logic the correct linking of input values on activity data to the respective electronic data acquisition or data storage 704 
is checked. The correct choice of emission data for the respective flows concludes the PCF system model testing. To 705 
test if the calculation is performed in the software in line with the rulebooks the verifier shall trace the calculation 706 
process. 707 
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6.3.4.6 Testing of IT controls 708 

If software is used by the client to calculate PCFs, the software should be part of the verifier´s evaluation. Testing 709 
the software once enables future verifications to be processed significantly faster. Testing of IT controls shall include 710 
review of the following:  711 

§ Data Center and network operations (Business Continuity, Back-ups) 712 
§ System software acquisition, change, maintenance 713 
§ Program change (Control over changes) 714 
§ Access security (Access controls) 715 
§ Application system acquisition, development, maintenance 716 

An extensive guidance for the testing of IT controls is provided in Appendix 6 of ISA 315:2019.  717 

6.3.4.7 Estimation testing  718 

If in the risk assessment it was evaluated that estimated values have a relevant impact on the PCF result the verifier 719 
shall evaluate if the estimation methodologies are appropriate, assumptions are applicable, and the quality of the 720 
data used in the estimation is sufficient. The verifier shall further assess whether the methods for making estimations 721 
have been applied consistently from prior reference periods or have been changed, if applicable. 722 

6.3.4.8 Analytical testing 723 

Analytical procedures may be used at all stages of the verification. They may include checks on mass/energy balance, 724 
number of parts, benchmark checks and checks of the cut-off sensitivity analysis. If fluctuations or relationships that 725 
are inconsistent with other relevant information are identified or that differ significantly from expectations, the 726 
verifier shall obtain additional evidence or clarification. 727 

6.3.4.9 Testing for secondary data 728 

The verifier shall check if the secondary data used is taken from secondary databases considering their hierarchy 729 
defined in the rulebooks. The verifier shall also assess whether the appropriate dataset in the secondary database 730 
has been selected (e.g., taking into account representativeness of geography, technology and the applicability to the 731 
period). The appropriate selection of secondary data can only be verified if the scope is controlled and well defined. 732 

6.3.4.10 Site visits 733 

The verification is performed remotely. Under the following circumstances on-site visits are recommended: 734 

§ Major misstatements are identified during the verification that can be clarified through a visit of the  735 
site/-s or facility/-ies, 736 

§ Transparency of the documentation on either value stream or data management is insufficient and can be 737 
clarified through a visit of the site/-s or facility/-ies. 738 

When performing a site visit the verifier should share an inspection list before the visit. 739 

6.3.4.11 Document request list 740 

Based on the information obtained in the initial interview(s) as well as the results of the risk assessment the verifier 741 
will create the document request list for the verification of the PCF dataset(s). 742 

As guidance Table 7 can be used and adapted based on the specific situation and input factors for the PCF datasets(s), 743 
which will be verified. 744 

  745 

https://www.ifac.org/_flysystem/azure-private/publications/files/ISA-315-Full-Standard-and-Conforming-Amendments-2019-.pdf
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Table 7: Items for documentation and corresponding evidence 746 

Items for documentation Evidence documents  
Description of production process  Floor plan, value stream chart, chemical reaction sheet,  

process flow diagram, utility summary, mass balance sheet 
System boundaries  Floor plan, process sheet, chemical reactions overview 
Control system  Process description of controls, (control points, 4-eyes-principle, 

RCM (Risk Control Matrix)) 
Logistic process  Invoice, delivery note, allocation  
Inflows:  e.g.  
§ Electricity,  

 
 

§ Gas,  
§ Fuel,  
§ Materials, 
§ ...  

 
§ Meter readings, invoices, allocation plan, overview of 

consumption, invoices, PPA (Power Purchase Agreements), EACs 
(Energy Attribute Certificates), VPPA (Virtual PPAs) 

§ Overview of consumption, meter readings, invoices, ... 
§ Overview of consumption, meter readings, invoices, ... 
§ Bill of materials, 
§ …  

Outflows  Meter readings, invoices, allocation plan 
Meter points/sampling rates  Installation plan  
PCF system model  Description of calculation logic, 

Description and documentation of IT controls of the software 
Data traces  Data flow chart, including a list of requested and received PCF 

datasets from suppliers 
Parameters  Data table, e.g. emission factors etc.  

 747 

The above evidence documents shall correspond to the physical system boundary. In case the inflows / outflows 748 
cannot be derived directly from bill of materials, meters or other evidence documents the applied allotment shall 749 
be documented and justified. 750 

The verifier shall announce the start of the verification at least two weeks in advance and provide the verification 751 
plan and document request list to the client. According to the list the client will prepare the required documents. 752 

6.3.4.12 Verified upstream PCF datasets 753 

The verifier shall not check the upstream PCF dataset or the underlying PCF model again, but shall check whether 754 
the upstream PCF dataset is verified, whether the verification is still valid and whether the upstream PCF datasets 755 
are linked correctly to activity data. 756 

6.3.5 Cascading verification 757 

In Figure 2 the self-similar character of verification was briefly discussed, where verification is requested by company 758 
A for its operations, the full verification coverage of PCF data can only be achieved, if verification is also provided for 759 
all the tier levels upstream of company A.  760 

It cannot be assumed that the first companies upstream in a supply chain are the first ones to have their operations 761 
verified. Consequently, companies will face a situation where verification is sought on the basis of partially unverified 762 
input data. 763 
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In the interest of widely verified PCF data, verification should be possible without the prerequisite of a fully verified 764 
upstream supply chain. As such the situation is similar to the goal of primary data based PCFs even if primary data 765 
will not be available in the short term from all companies in the supply chain. The concept to address partially 766 
unverified upstream data follows the concept of the primary data share (see CX-PCF Rulebook V4). The 3rd party 767 
Product Verification Share (3PVS) is introduced as the share of PCF that can be attested by verified data.  768 

 769 

3𝑃𝑉𝑆!"# =
|𝑃𝑎𝑟𝑡	𝑜𝑓	𝑃𝐶𝐹	𝑏𝑎𝑠𝑒𝑑	𝑜𝑛	𝑣𝑒𝑟𝑖𝑓𝑖𝑒𝑑	𝑑𝑎𝑡𝑎	|

𝑃𝐶𝐹$%	
 770 

 771 
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 772 

 773 

PCF has always the unit kg CO2e. 774 

The concept is illustrated in Figure 8 and the calculations are summarized in Table 8.  775 

 776 

Figure 8: Concept of Product Verification Share 777 
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The supply chain of product A1 is depicted. Transport emissions are neglected for simplicity. For an in-depth 778 
verification, according to Table 1 a 3PVS of ≥95% is required to allow for a reasonable level of assurance.  779 

The production of company D is not verified, thus the 3PVS for company D is 0% even though verified PCF data are 780 
transmitted by company F to company D. Company B cannot consider product D1 as partially verified, even though 781 
there is fully verified data upstream of company D; this is referred to as ´broken chain of verification´. One cannot 782 
assume a trustworthy 3PVS if the incoming data are not verified to ensure that a correct PCF is reported and from 783 
that a correct 3PVS is calculated. Therefore, cascading 3rd party verification requires an unbroken chain of 784 
verification. The 3PVS of D1 shall be set to zero in this case. 785 

For C1 30 kgCO2eq stemming from E1 are in depth verified. 20 kgCO2eq stemming from the own C1 production are 786 
as well verified in depth (3PVS = 95%), which also leads to a 3PVS for product C1 of 95%. The D1 contribution comes 787 
unverified with 3PVS = 0%. The production of B1 is again verified in depth. Using the 3PVS formula shown above 788 
results in a 3PVS of 84% of the PCF of product B1. The production step in company A is also verified in depth. In total 789 
86% are verified. Note that the 3PVS can also increase from Tier n-1 to Tier n. 790 

Note that regular or in-depth verification of a company’s own operations are independent from the upstream supply 791 
chain verification status. As an example, even though a 3PVS of only 83 % is achieved for inbound products of 792 
production B1, the production of B1 itself is verified in-depth with 95% sample coverage.  793 

A high verification share will not guarantee that the true carbon emissions associated with the product are quantified 794 
within specified, narrow error margin. Even if evidence on all input data for a PCF result is available, a guaranteed 795 
error margin could only be assured if a complete check of all data would be performed. 796 

Catena-X and TFS are aware about the issue that using secondary data in a gate-to-gate verification activity may 797 
increase the verification share. This is considered as a negative incentive to request primary data from the suppliers 798 
and may be addressed further in a future update of this framework. Even if the use of secondary data may increase 799 
the verification share, all actors in the supply chain shall keep in mind even if there is no minimum requirement for 800 
use primary data, the use of primary throughout the supply chain should be the preferred option. 801 

 802 

Table 8: Calculation scheme for Figure 8 803 

 804 

Table 9 shows the impact of a different verification type at company C. Regular verification according to Table 1 805 
requires a 3PVS of ≥80%. With C1 entering at 3PVS = 80% into the calculation the verification share for A1 drops to 806 
77%. From this example the conclusion can be drawn that for company A it would be more effective to motivate 807 
company C for an in depth verification than persuade company D into any verification.  808 
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Table 9: Exemplary calculation for C1 with “regular” verification 809 

 810 

Verification thus provides a statement on the probability that a PCF can be considered correct, but not on the 811 
magnitude of a possible error. Obviously, verification puts a focus on inputs with the highest impact on the PCF 812 
result. The error for an ‘in depth’-verification is likely smaller than in a ‘regular’-verification. 813 

Since verification is based on sample checks rather than full data checks, it does not make a difference if the origin 814 
of not checked data is located within the company’s own operations or somewhere in the upstream supply chain. 815 
The relevant information is what portion of the PCF result was subject to verification. This is precisely the meaning 816 
of the 3PVS. 817 

In many cases a PCF results from the multiplication of activity data with specific emission factors or PCF of input 818 
parts. Only if both factors are verified the resulting PCF can be considered verified. The 3PVS therefore results from 819 
the multiplication of the verification status of activity data and emission factors. If the consumption of an input 820 
material is verified in depth (e.g. 3PVS = 96%) but comes with emission factor that has a 3PVS of 50% only, the 821 
respective flow will only contribute with a 3PVS of 48% (50% x 96% = 48%) to the 3PVS of the resulting product. 822 

The verifier shall assess the appropriate secondary data set selection, but it is not necessary to differentiate between 823 
the verification of primary and secondary data. 824 

In case no 3PVS is provided with a PCF data set, the company making use of that PCF data set must assume a 3PVS 825 
= 0% for that PCF data set. A 3PVS value of “0” can therefore mean that a PCF verification was not successful, that 826 
information on any verification of the 3PCF data set is missing or that no verification was undertaken. 827 

The description of cascading verification in the preceding section deals exclusively with 3rd party verification the 828 
concept. However, it is fully transferable to 1st and 2nd party verification as introduced in section 6.3.3.1. These 829 
verification types are non-interchangeable, i.e. a 1st party verified PCF shall not count into a 3rd party verification. 830 
Besides the product verification share 3PVS for 3rd party verification therefore a 1st party Product Verification Share 831 
(1PVS) and a 2nd party Product Verification Share (2PVS) is introduced to allow the cascading of these verification 832 
types. 1PVS and 2PVS are calculated and handled in full analogy to the 3PVS. Find the respective definitions for 1PVS 833 
and 2PVS in Annex A 4. 834 

  835 
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6.3.6 Execution 836 

6.3.6.1 Performing the verification plan 837 

During the verification process, the verifier shall follow the defined verification plan. The verifier shall collect 838 
evidence according to the techniques described in Table 3.If the confidence level is downgraded during execution, 839 
the verification plan shall be modified.  840 

After the evidence is collected, the verifier shall evaluate and document: 841 

1. Any material misstatement of the original content as well as of any changes made to the PCF program 842 
documentation during the verification, 843 

2. whether the evidence is complete, consistent, accurate, comparable, and transparent, and assess any 844 
nonconformity with the defined criteria. 845 

The verification process shall be documented in such a way that a competent verifier who has not been involved in 846 
the verification can form an opinion on the conduct of the verification within a reasonable period of time. To this 847 
end, the verifier shall document the planning, the verification procedures, the non-conformities, and the derivation 848 
of the opinion in the working papers. The working papers shall be archived. 849 

6.3.6.2 Feedback loops 850 

If the verifier is not in the position to form a final opinion on the verification result, he will create an updated, written 851 
document request list of missing documentation and/or a list of non-conformities identified. Depending on the 852 
complexity of the verification, the verifier will set a deadline to provide the missing documents and/or correct/clarify 853 
the open issues. The document request or non-conformity list and corrected documents shall be retained and 854 
documented by the verifier. If the requested evidence is inconclusive, the verifier may initiate an on-site verification. 855 

This standard allows two feedback loops to correct open issues. If both feedback loops do not succeed in correcting 856 
all non-conformities, the verifier has the right to issue a negative opinion. In this case there is no verification 857 
statement issued.  858 

A feedback loop is defined as asking formally via a request list for corrections of non-conformities after a sunset 859 
date. Continued communication between verifier and client is not considered a feedback loop. 860 

6.3.7 Documentation 861 

It is required to keep the following documents: 862 

§ verification report, 863 
§ verification statement. 864 

It is recommended to keep the following documents: 865 

§ contract incl. agreed-upon terms, scope and criteria of verification, 866 
§ verification plan, 867 
§ evidence request list, 868 
§ evaluated evidence, 869 
§ list with found and corrected non-conformities. 870 

6.3.8 Reporting 871 

6.3.8.1 Drafting the Verification report 872 

The verifier shall draft the verification report including an opinion, which serves as documented proof of the PCF 873 
verification process. The use-case for the verification report is to inform the client about the verification outcomes. 874 
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The verifier shall document all performed verification activities (e.g. sample selection, recalculation, sampling 875 
techniques, analytical procedures). The documentation shall be archived for at least 10 years. 876 

The verification report shall contain the following minimum information: 877 

§ The subject matter, 878 
§ a client identification, 879 
§ a verifier identification, 880 
§ type of verification (limited assurance and reasonable assurance, see 6.3.3.1), 881 
§ the verification procedures to assess the PCF program documentation of the subject matter, 882 
§ the verification results either in a: 883 
§ Positive opinion, this means that the evidence collected is sufficient and the criteria are applied appropriately,  884 
§ negative opinion, this means that the verifier was not able to obtain sufficient evidence, 885 

§ supplementary remarks to explain the verification results, 886 
§ the date of the report, 887 
§ the verifier’s signature. 888 

An independent internal quality review at the verifier shall be completed before the verification report is sent to the 889 
client. The quality review should ensure a consistent verification result. The independent quality reviewer checks 890 
the verification draft report and supporting documents (e.g. completed verification plan, documentation of the 891 
tested samples). Once the quality review is complete and positive, the verification report is released, and the 892 
verification statement will be issued.  893 

6.3.8.2 Verification Statement 894 

The verification statement constitutes the link between the PCF dataset and the completed verification process. It 895 
indicates that the PCF dataset attributes have been verified according to a specific verification type. The verifier 896 
issues the verification statement to the client. The client can present the verification statement to the receiver of 897 
the PCF dataset (customer) with the intention to create trust in the PCF dataset. Hence, the verification statement 898 
can complement the exchange of PCF datasets. 899 

To foster wide adoption of verification practice in industry the issuance of verification statements shall fulfill the 900 
main principles of trustworthiness: 901 

§ l 902 
§ Verification type covers all attributes of the exchanged PCF dataset, except for customer-specific information 903 

which is not required to be verified and therefore not disclosed in the verification statement (e.g. specific 904 
product IDs of different customers). 905 

§ Manipulation of any further PCF dataset content after verification shall be impossible. 906 
§ An independent assessment of the verification statement by the customer shall be possible. 907 
§ Trust technologies shall be in place allowing the customer 908 

1. to technically verify the validity of the verification statement  909 
(i.e. statement has not been revoked by verifier), 910 

2. to technically verify the unique assignment of the verification statement to the received PCF dataset  911 
(i.e. content of the statement matches the PCF information). 912 

Exchange of verification statements at large scale should be enabled by suitable ‘digital’/machine-readable 913 
solutions. 914 

It is outside the scope of this document to prescribe a specific trust technology for the management of verification 915 
statements. Generally, trust technologies shall fulfill the guiding principles above, thereby enabling independent 916 
assessment of the verification statement by the customer. For illustration, a possible (conventional) mechanism for 917 
exchanging verification statements between verifier, client and customer including an optional storage functionality 918 
is depicted in Figure 9. 919 



Version 2.0 
 
 
 

41 
 

 

 920 
Figure 9: Exchange of verification statement using direct routes or indirect routes (via access to storage)  921 

An example of a trust technology enabling a digitally signed verification statement with revocation functionality by 922 
the verifier is the ‘verifiable credential’ mechanism (see adapted schema in Figure 10). Here, the verifier uses 923 
software to issue the verification statement as credential to the client. At the same time a key for identifying the 924 
authenticity of the credential is stored in a public registry. The client remains the holder of the digital credential. The 925 
verifier can revoke the credential. The client presents proofs of the credential to any customer (proofs meaning 926 
digital copies, not the original credential, which is uniquely held by the client). To ensure that the presented proof is 927 
valid, the customer uses software to verify the proof against information stored in the public registry. In contrast to 928 
managing verification statements separately from the PCF dataset, verifiable credentials allow for combining both 929 
parts into one digitally signed dataset, meaning when exchanging a PCF with a customer, it is already combined with 930 
statement, i.e. the credential is dataset and verification statement at the same time.  931 

 932 
Figure 10: Mechanism of verifiable credentials used for PCF exchange (adapted from W3C Recommendation 2022) 933 

The verification statement shall include: 934 

§ verification statement identifier, 935 
§ verifier identification, 936 
§ Issuer of verification statement (legal entity), 937 
§ name of verifying person, 938 
§ PCF dataset, 939 
§ issue date, 940 
§ verifier’s digital signature, 941 

The PCF dataset does not need to provide the full content of the verification statement but shall provide:  942 

§ verification statement identifier, 943 
§ certificate identifier (see chapter 6.2.3), 944 
§ PCF program certification share (PCS, see chapter 6.2.3), 945 
§ product verification shares (1PVS, 2PVS & 3PVS, see chapter 6.3.4.12), 946 

https://www.w3.org/TR/vc-data-model/
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§ verification type (see chapter 6.3.3.1) 947 

In case of a 2nd party verification verifier identification and the name of the verifying person shall be anonymized or 948 
blacked out for the customer. 949 

The PCF Data Model will carry such verification related attributes. Please refer to the links in Annex 1.A 11. 950 

 951 

6.3.8.2.1 Verification conclusion 952 

The issued verification statement shall have a written conclusion based on the verification type (see 6.3.3.1). 953 

Regular: 954 

Nothing has come to our attention that the PCF dataset does not conform with the relevant rulebooks and does 955 
contain material misstatements. 956 

In-depth: 957 

PCF dataset conforms with all relevant rulebook requirements and is fairly stated in all material aspects. 958 

 959 

6.3.9 Re-Verification 960 

Re-Verification addresses the verification of the same product for a later reference period compared to the initial 961 
verification. In case of a re-verification three spot checks shall provide evidence that no changes relative to the PCF 962 
program documentation need to be considered. Analogue to the initial verification a new set of samples shall be 963 
drawn and evaluated. This process could be supported by automated sampling and checks.  964 

The verification of a PCF dataset can only be revoked if subsequent to the verification errors or misstatements are 965 
identified. 966 

Irrespective of the expiration of a certification program, the link between a PCF dataset and a 3rd party verification 967 
of this PCF dataset will persist and retain its validity, no matter if the verification was performed with or without 968 
certified PCF program. 969 

 970 

6.3.10 Competence requirements for a verifier 971 

These competences shall be documented and proven through education, training, work experience as well as passing 972 
a test of the technicalities of the respective rulebooks and this framework. The appointment process will be handled 973 
by Catena-X according to chapter 7. 974 

First, second, and third-party verifiers need to fulfill the competence requirements below.  975 

Through a technical CV the verifier shall document and prove: 976 

• 4 years of experience in LCA and/or PCF.  977 
• 2 years of experience in PCF verification and/or LCA critical review.  978 
• Completed 3 PCF verification projects which could have been conducted outside of the scope of this 979 

framework.  980 

The competence requirements of ISO 14066:2023 chapter 4-7 shall be adhered to. Additionally, the verifier shall 981 
self-declare to have knowledge about and experience with: 982 

§ PCF calculation processes according to the rulebooks and underlying standards, 983 
§ The assurance levels (regular & in-depth) as defined in this framework, 984 
§ GHG emission factor sources, 985 
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§ Life Cycle Assessment (LCA) and/or Product Carbon Footprinting (PCF), 986 
§ PCF verification processes according to this rulebook containing but not limited to: Strategy analysis, Risk 987 

assessment, verification planning and documentation, review procedures to ensure quality, 988 
§ Sector/industry/product specifics like typical production processes, monitoring techniques, typical internal 989 

control systems, applicable assumptions, best practice, GHG emissions, 990 
§ Modelling software or automated calculation solutions used by the client. 991 

6.4 Prospective PCF trust levels (Catena-X specific) 992 

For detailed information on the Prospective PCF see the Catena-X PCF Rulebook. 993 

There can be no proof of a PCF for parts not yet produced, but still some kind of trust in exchanged prospective PCF 994 
data is necessary. On the other hand, it should be borne in mind that these future-oriented PCF data per se involve 995 
certain uncertainties and that establishing a high trust level would be difficult and would involve (very) high effort 996 
and costs. For this reason, only trust levels 1 (PCF Dataset Check) and 2 (PCF-Program Certification) are relevant for 997 
prospective PCF. The requirements for trust level 1 (see Chapter 6.1) and trust level 2 (see Chapter 6.2) described in 998 
this document are as applicable to prospective PCF as they are to retrospective PCF. 999 

Trust level 3 (validation) is currently not considered for the prospective PCF for the reasons described above. 1000 

This simple concept was developed against the background of the current challenges of launching or rolling out the 1001 
existing standards for PCF data exchange and verification. It may well change in the future as methods for exchanging 1002 
PCF data and verifying them become more and more established in industry. 1003 
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7. Appointment process in Catena-X 1004 

For Catena-X the following appointment process shall be used. 1005 

7.1 Scope  1006 

This chapter outlines the framework for the Catena-X & TFS PCF Verification and PCF Program Certification 1007 
appointment process. It details the roles, responsibilities, and processes for appointment process owners, as well as 1008 
verifiers and certifies to ensure the integrity and effectiveness of PCF program certification and PCF verification 1009 
processes.  1010 

Competence criteria for individuals conducting any of the verification types, i.e. 3rd party, 2nd party and 1st party 1011 
verification, are identical. 1st party verifiers are following the same appointment process. Appointed 1st party 1012 
verifiers of a customer company can be requested to act as a 2nd party verifier for a supplier company to this 1013 
customer company. Such supplier customer relationships remain confidential. 1014 

The appointment process has been developed with a focus on 3rd party verification and certification. In case of PCF 1015 
program certification only 3rd party certification is possible as stated in chapter 2. 1016 

Requirements regarding specific production system or sector knowledge are out of scope for the appointment 1017 
process.  1018 

7.2 Owners and operators of the appointment process 1019 

The appointment process was developed by Catena-X (CX) and TFS is now applied by Catena-X. CX and TFS are 1020 
responsible for the overall governance, management, and continuous improvement of the appointment process. 1021 

7.3 Roles  1022 

The following roles are involved in the appointment process:  1023 

1. Appointment Process Owner: The appointment process owner is the organization or entity that develops and 1024 
owns the appointment process. They define the appointment requirements, criteria, procedures, and guidelines 1025 
that need to be followed. The appointment process owner ensures that the appointment process is conducted 1026 
consistently and maintains the integrity of the appointment process. The appointment process owner is also 1027 
responsible for providing the test to be completed by the applicants. In this context Catena-X is the appointment 1028 
process owner. 1029 

2. Applicant: The applicant seeking appointment is the individual “attestation provider” that applies for the 1030 
appointment. They are responsible for submitting the necessary documentation, undergoing the evaluation 1031 
process, and demonstrating compliance with and knowledge of the published standards. The role of the 1032 
“attestation provider” is defined in more detail in the Catena-X operating model and applies to verifiers as well 1033 
as certifiers. Therefore, the verifier or certifier is an individual appointed by the appointment process owner. 1034 
The verifier/certifier will perform the verification of PCF datasets or certification of PCF programs. The 1035 
verifier/certifier follows a structured verification /certification process provided by this PCF verification & PCF 1036 
Program certification framework.  1037 

Please keep in mind that if you are an individual verifier/certifier, it is in your responsibility prior to accepting a 1038 
project, to ensure 4-eyes principle by having another appointed verifier/certifier at hand. 1039 
Individual verifiers and certifiers must be owner or member of a legal entity. 1040 
 1041 
The requirement of being a second party verifier is being appointed as a first party verifier for your own 1042 
organization. There is no explicit appointment process because the CX association is not supposed to have the 1043 
knowledge about who is the customer (and therefore second party verifier) of the PCF creator. It’s only a 1044 
confidential bilateral agreement between business partners. 1045 
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These defined roles work together in the appointment process to ensure that the evaluation of applicants and their 1046 
appointment are conducted objectively, consistently, and in accordance with the specified standards and 1047 
requirements. 1048 

The appointment process owners will nominate an employee, with the responsibility to check that verifiers/certifiers 1049 
fulfil the respective pre-conditions/criteria referenced in section 7.4.1 and evaluate them. This employee is also 1050 
tasked to send out the appointment confirmation, to register and archive them.  1051 

The appointed verifiers/certifiers shall be informed about updates of the referenced documents or of specific new 1052 
procedures. 1053 

7.4 Appointment process  1054 

7.4.1 Obligations of verifiers and certifiers 1055 

7.4.1.1 Ensuring competence of personnel  1056 

The competence requirements for verifiers to be ensured by the Appointment Process Owner are outlined in section 1057 
6.3.10. The competence requirements for certifiers are outlined under point 6.2.5.  1058 

7.4.1.2 Data transmission to the appointment process owner 1059 

The applicant shall submit the following documents and evidence to the appointment process owner (info@catena-1060 
x.net): 1061 

• Filled out application form 1062 

• Technical CV of the applicant highlighting e.g., LCA competence, PCF verification experience and completed 1063 
PCF verification projects done as required in section 6.2.5 & 6.3.10. 1064 

• Self-declaration of competency, experience and knowledge as required in section 6.2.5 & 6.3.10. 1065 

• The result of the passed test provided through the appointment process owner. 1066 

7.4.1.3 Assessment process  1067 

The appointment process owner will evaluate and compare the submitted documents and evidence against the 1068 
criteria laid out in this document. 1069 

The appointment process owner will also require evidence that the applicant has the required knowledge of the PCF 1070 
rulebooks referenced in this PCF verification & PCF Program Certification framework. The appointment process 1071 
owner can demand interviews to ensure competence and fulfillment of criteria (see sections 6.2.5. and 6.3.10). These 1072 
interviews shall be performed online. No audits at the applicant’s site shall be performed by the appointment 1073 
process owner.  1074 

Upon fulfilling all criteria, the appointment process owner shall whitelist the attestation provider to be able to work 1075 
under this PCF verification & PCF Program Certification framework. 1076 

7.4.1.4 Appointment and whitelisting of applicants 1077 

Upon being whitelisted the applicants will receive a digital certificate of appointment. 1078 

The list of appointed attestation provider is published and constantly updated on the website of the appointment 1079 
process owner.  1080 

Only appointed attestation provider shall be eligible to issue verification statements and certificates according to 1081 
this PCF verification & PCF Program Certification framework and the respective rulebooks. 1082 
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The attestation provider shall provide an annual self-declaration that all current requirements up to the date of 1083 
submission are still fulfilled. The appointment process owner shall perform random spot checks on the validity of 1084 
the self-declarations. 1085 

In case of updates and changes in the referenced standards, the appointment process owners need to inform about 1086 
the updates and changes and attestation providers are required to confirm within one month that they have received 1087 
and understood the new version and will use them for all upcoming verifications/certifications.  1088 

The appointment process owner shall prepare a test on the changes. All appointed attestation providers shall pass 1089 
the test within one month. The appointment process owner shall track that all attestation providers have passed the 1090 
test. 1091 

7.4.1.5 Spot check  1092 

The appointment process owner shall ensure independence, competence and credibility of all attestation providers 1093 
though spot checks. 1094 

Spot-checks as a tool for quality control is required to stay appointed.  1095 

The following documents and evidence shall be sent to the appointment process owner upon request of the spot 1096 
check: 1097 

• Detailed reports on the competence of verifiers/certifiers 1098 

• Overview of last year’s verification & certification activities 1099 

If an attestation provider cannot provide sufficient proof within a month, the appointment shall be revoked.  1100 

7.4.2 Appointment process flowchart 1101 

Details of the process are given in Figure 11. 1102 

 1103 
Figure 11 Catena-X appointment process for attestation providers 1104 

7.5 Revoking appointments 1105 

The appointment process owner can revoke the appointment and de-list the attestation provider from the whitelist 1106 
of appointed attestation providers at any time e.g. under the following circumstances: 1107 
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• Failed spot check 1108 

• e.g., in one or more of the following findings: 1109 

o No verification/certification was performed for 2 consecutive years 1110 

o Verification/certification has been conducted with personnel without appointment 1111 

o Customer complaints were not addressed 1112 

o Non-compliance with the framework or rulebooks 1113 

• Conflict of interest and independence in any past or present verification or certification activity 1114 

• Violations such as falsifying verification/certification results or accepting bribes 1115 

• Inadequate performance such as missing critical errors 1116 

• Recurring customer complaints 1117 

7.6 Appointment decision documentation and record keeping at the appointment process owner 1118 

The appointment process owner shall keep all appointment decision documentation and provided documentation 1119 
and evidence during the application and monitoring for at least 10 years. 1120 

7.7 Ensuring impartiality and credibility of the appointment process owner itself 1121 

The appointment process owner shall implement measures to avoid conflicts of interest in relation to appointment 1122 
of attestation providers or in relation with complaints and appeals coming from or related to involved parties. 1123 

The appointment process owner shall review its impartiality annually and take measures to stay impartial. 1124 

7.8 Compliance and continuous improvement 1125 

The appointment process owner shall react on constructive feedback from customers or appointed attestation 1126 
provders on the topics of the rulebooks, this PCF verification & PCF Program Certification framework, or appointment 1127 
process procedures in a timely manner. 1128 

The appointment process owner is responsible for regular updates of the rulebooks as well as this framework based 1129 
on new regulations and feedback from customers as well as appointed attestation providers.  1130 

The appointment process owner is responsible for continuous monitoring and improvement of their processes such 1131 
as appointment, monitoring, handling complaints and appeals etc.  1132 

7.9 Communication 1133 

The appointment process owner shall assure to communicate all updates, changes, or important decisions to the 1134 
appointed attestation providers. 1135 

The appointment process owner can organize workshops to align views among the verifiers and certifiers and 1136 
communicate new developments on the appointment process. 1137 

7.10 Provision of mandatory documentation  1138 

The appointment process owner should provide documentation to the appointed attestation providers. E.g.  1139 

• PCF verification statement template 1140 

• Certificate template for PCF Program Certification 1141 

• PCF verification & PCF Program Certification framework 1142 

 1143 
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8. Annexes 1144 

A 1. PCF Data Model (excerpt) 1145 

Catena-X PCF Data model as referenced in: https://catenax-ev.github.io/docs/standards/CX-0136-UseCasePCF 1146 

For TFS available at https://www.tfs-initiative.com/how-we-do-it/scope-3-ghg-emissions 1147 

Please check for potentially newer version of PCF data models published by Catena-X or TFS.  1148 

 1149 

A 2. Scope of Verification for Logistics (Normative Annex) 1150 

A special case regarding system boundaries can be logistics as the rulebooks state inbound logistics as part of the 1151 
PCF and outbound logistics have to be reported separately but are also subject to verification. There are several 1152 
possible cases, illustrated in Figure 12, to verify logistics as part of a PCF: 1153 

1. In the simplest scenario no additional verification shall be done as the client is not responsible for 1154 
contracting the inbound or outbound logistics. The verified value for the inbound logistics shall be provided 1155 
by the supplier.  1156 

2. The client as company seeking verification for the PCF of its products is also contracting the inbound logistics 1157 
and therefore is responsible to provide evidence for the verification. 1158 

3. The client as company seeking verification for the PCF of its products is only contracting the outbound 1159 
logistics and therefore is responsible to provide evidence for the verification. 1160 

4. The client as company seeking verification for the PCF of its products is contracting both inbound and 1161 
outbound logistics and therefore is responsible to provide evidence for the verification of both parts. 1162 
 1163 

 1164 
Figure 12: In- & outbound transport PCFs including verification 1165 

In case the incoterm agreed by the parties reflect a shared responsibility for the transport, the verification of the 1166 
transport may also be split according to the responsibility of the different parties, if contracted separately. If, 1167 
however, only one party organizes and contracts the transport with such incoterm with a transport provider, the 1168 
responsibility to provide the transport PCF including verification rests with the contracting party as only this party 1169 

https://catenax-ev.github.io/docs/standards/CX-0136-UseCasePCF
https://www.tfs-initiative.com/app/uploads/2025/06/TfS-PCF-Data-Model-3.0.pdf
https://www.tfs-initiative.com/app/uploads/2025/06/TfS-PCF-Data-Model-3.0.pdf
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has an agreement with the transport provider and can request and receive such data. A common example is the 1170 
agreement of an incoterm such as FOB (Free On Board) or CIF (Cost Insurance Freight) with the supplier organizing 1171 
and contracting the full transport with a transport provider and charging the client its part of the transport cost. 1172 

Also, special cases (see Figure 13) as described in the rulebooks for cases such as distribution centers or (external) 1173 
warehouses have to be considered for responsibility of PCF verification. 1174 

 1175 

 1176 
Figure 13: Examples for special logistics cases 1177 

  1178 
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A 3. Calculation example of PCS 1179 

 1180 

 1181 
Figure 14: Concept of Program Certification Share 1182 

 1183 

Table 10: Calculation scheme for Figure 4  1184 

 1185 
Production E1, at the beginning of the supply-chain has an active certificate for its PCF program, the PCS is 100%. 1186 
Production E1 is used as an input for production C1, which does not have an active certificate of its PCF program, 1187 
meaning the PCS for C1 drops to 60%. At production B1, with an active certificate for 15 kgCO2eq of their own 1188 
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operations, 100 kgCO2eq from a partially certified supply and 15kg from an again uncertified supplier, the resulting 1189 
PCS amounts to 58%. This is taken as the only input of production A1 which adds 25 kgCO2eq from their production 1190 
which is covered in a certified program. Thus, the total PCS increases to 65%. 1191 

 1192 

A 4. Definition formula for 1PVS and 2PVS 1193 

1PVS: 1194 

1𝑃𝑉𝑆!"# =
|𝑃𝑎𝑟𝑡	𝑜𝑓	𝑃𝐶𝐹	𝑏𝑎𝑠𝑒𝑑	𝑜𝑛	𝑣𝑒𝑟𝑖𝑓𝑖𝑒𝑑	𝑑𝑎𝑡𝑎|

𝑃𝐶𝐹$%	
 1195 

 1196 

1𝑃𝑉𝑆$&&'(&$)(* =
∑ :;𝑃𝐶𝐹)+)$,,.; ⋅ 1𝑃𝑉𝑆.=.

∑ 𝑃𝐶𝐹$%,..
 1197 

2PVS: 1198 

2𝑃𝑉𝑆!"# =
|𝑃𝑎𝑟𝑡	𝑜𝑓	𝑃𝐶𝐹	𝑏𝑎𝑠𝑒𝑑	𝑜𝑛	𝑣𝑒𝑟𝑖𝑓𝑖𝑒𝑑	𝑑𝑎𝑡𝑎	|

𝑃𝐶𝐹$%	
 1199 

 1200 

2𝑃𝑉𝑆$&&'(&$)(* =
∑ :;𝑃𝐶𝐹)+)$,,.; ⋅ 2𝑃𝑉𝑆.=.

∑ 𝑃𝐶𝐹$%,..
 1201 

  1202 
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A 5. Main contributing companies from Catena-X and Together for Sustainability 1203 

§ BASF SE 1204 
§ BMW AG 1205 
§ Continental Automotive Technologies GmbH 1206 
§ Deloitte Deutschland GmbH 1207 
§ Renault Group 1208 
§ Robert Bosch GmbH 1209 
§ Schaeffler Group AG 1210 
§ Siemens AG 1211 
§ Stellantis NV 1212 
§ Thyssenkrupp Steel Europe AG 1213 
§ TÜV SÜD Auto Service GmbH 1214 
§ Volkswagen AG 1215 

 1216 

Special thanks to the companies who contributed to the version 1 of this framework: 1217 

§ DENSO Automotive Deutschland GmbHs 1218 
§ Evonik Industries AG 1219 
§ Henkel AG & Co. KGaA 1220 
§ Sika Technology AG 1221 
§ PwC GmbH WPG 1222 
§ Thyssenkrupp Materials Services GmbH  1223 
§ Valeo S.A. 1224 
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